Confidentiality Statement

for monitors accessing patient medical records



	Study Name and Protocol No.:
	

	Study approval No. (EU CT/EUDAMED/Ethical Committee approval No./other relevant approval No. :
	

	Sponsor Name:
	

	Monitor Name: 
	

	Monitors Employment:
	

	Monitor Passport No., CPR or similar:
	



Named representative from Company/Sponsor (see above) is authorized to access documents included in patient medical records for the study subjects included in the above clinical study, for which written consent has been obtained.
The access is granted in accordance with the Danish Scientific Ethical Committees Act (Komitéloven – LBKG 2020-09-01 nr. 1338) § 3, section 3, or the Danish Act on Clinical Trials of Medicinal Products (Lov om kliniske forsøg med lægemidler – L 2018-10-31 nr. 1252) § 21, or the Danish Act on Research Ethics Review of Clinical Investigations of Medical Devices (Lov om videnskabsetisk behandling af kliniske afprøvninger af medicinsk udstyr m.v. – L 2020-12-09 nr. 1853) § 9 and is subject to compliance with the provisions in the Danish Public Administration Act (Forvaltningsloven - LBKG 2014-04-22 nr. 433) § 27. 

The Monitor acknowledges the confidential nature of the data accessed during the monitoring activities and agrees to treat such data as confidential during and after the monitoring. The Monitor may under no circumstances download or in any other way copy the data accessed during the monitoring. 

The Monitor shall immediately notify the hospital of any potential or actual breach of the confidentiality obligations under this statement. The Monitor shall be liable for any breach of confidentiality in accordance with applicable law.

Failure to comply with the secrecy agreement may impact future cooperation with the region in question. 

This statement is governed by and shall be construed in accordance with the laws of Denmark. 



Signature by Monitor	Date

 Title & texted name:	

The undersigned knows and agrees to comply with the provisions of this statement and applicable law, including but not limited to the laws stated above.






Version: 1.0, Dated November 2024 – Approved by all regions in Denmark. 
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Background
INFORMATION

Source data verification is a central and important part for the control of documentation collected during clinical studies. Usually, this source data review is done by comparing data documented in the study's CRF with documentation available in the patient's medical records. This source data review is usually carried out by the sponsor's monitor, but other delegates acting on behalf of sponsor, such as auditors and project managers, as well as third-party officials may also need to verify source data.
In Denmark, the patient medical record is classified as confidential and only those who actively participate in the patient's care have access to this. For the above persons to get access to the patient medical records, the patient is required to give permission for this in accordance with applicable Danish Law. This means that there should always be a paragraph in the patient's informed consent where the patient authorizes the disclosure of the medical records to these persons. 

Extract of the Danish Public Administration Act: 
§ 27.
(1) Any person employed by or acting on behalf of a public administration body is subject to a duty of confidentiality, see section 152 and sections 152c-152f of the Criminal Code (straffeloven) in respect of information on –
	(i) personal, including financial, information on individuals; and
	(ii) technical devices or processes or on operational, commercial or similar issues where non-disclosure of such information is of significant financial importance to the person or enterprise that is the subject of the information requested.
(2) Any person employed by or acting on behalf of a public administration body is also subject to a duty of confidentiality, see section 152 and sections 152c-152f of the Criminal Code, when secrecy is of considerable significance to national security or defence. The same applies when information has been designated by law or other valid regulations as confidential, including when confidentiality is prescribed by EU law or public international law, etc.
(3) Any person employed by or acting on behalf of a public administration body is moreover subject to a duty of confidentiality, see section 152 and sections 152c-152f of the Criminal Code, when secrecy of particular information is required to safeguard significant considerations for national foreign policy interests, including the relations to other countries or international organisations.
(4) Any person employed by or acting on behalf of a public administration body is also subject to a duty of confidentiality, see section 152 and sections 152c-152f of the Criminal Code, when secrecy is otherwise required to safeguard significant considerations for –
	(i) the prevention, investigation and prosecution of crimes, enforcement of sentences and the protection of provisionally charged persons, witnesses or other persons in cases involving criminal or disciplinary prosecution;
(ii) implementation of public control, regulation or planning activities or contemplated measures under tax or customs legislation;
(iii) public economic interests, including the performance of public commercial activities;
(iv) original ideas or preliminary results of scientific research and manuscripts of scientists or artists; or
(v) private or public interests requiring confidentiality due to the special nature of the matter.
(5) In public administration, a duty of confidentiality can only be imposed in respect of information when necessary to maintain the secrecy of the information to safeguard significant considerations for public or private interests as referred to in subsections (1)-(4).
(6) Any administrative authority may order that a person not employed by or acting on behalf of a public administration body shall be subject to a duty of confidentiality in respect of confidential information disclosed by the authority to such person without being obliged to.
(7) If rules on confidentiality are laid down under section 1(3), or a duty of confidentiality is imposed under subsection (6) hereof, section 152 and sections 152c-152f of the Criminal Code will apply with the necessary modifications to any violation of such rules or orders.
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